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School District Acceptable Use Policy
Please read and review this document carefully. When signed by you, the student, and your parent/guardian, it becomes a binding contract that you must follow to avoid school and/or legal reprimands. In order to receive your own computer account username and password, we [school district] must have your signature and that of your guardian/parent.

The high school’s information technology resources, including email, internet access, video and photo cameras, projectors, laptops, and desktops, are provided for educational purposes only. The [school district] believes unethical, unacceptable, and irresponsible behavior just cause for taking disciplinary action, denying networking privileges, and/or initiating legal action depending on the wrongdoings of you, the student. These include:
· Uses the network for illegal, inappropriate, or obscene purposes. 
· Uses the network for any illegal activity, including the violation of copyrights. This may include using a photo that was not taken personally by yourself, the downloading/selling of music or files for personal gain, and/or using the [school district]’s logo and name without written consent from the district. 

· Intentionally disrupts network traffic or crashes the network and connected systems. 

· Steals equipment or intellectual property. 

· Uses an account owned by another user, especially one belonging to a district employee or administration member. 

· Invades the privacy of individuals.

Social Networking Websites
Social networking is a big part of today’s society both socially and technologically. Some examples of social networking sites include: Facebook, MySpace, Twitter, Skype, etc. Because of the tendency of these websites to promote procrastination, decrease productivity, open up more doors for viruses, adware, and spyware, and most importantly, interrupt the educational process, all social networking websites will be blocked for the [20xx-20xx] school year. If a student does not adhere to this ruling and tries to “get around” the website blocking program installed in the district and gets caught, he/she will be suspended leaning on school administrative action. We here at [school district] understand the popularity of such websites for social interaction, but they are not to be viewed or visited on the district’s network. 

Exceptions

If a student receives written permission from a teacher or administration, he/she may:

· Design and post web pages, blogs, and other material from school resources.
· Use a social networking website ONLY under teacher supervision and district approval. 

· Install or download software. 
· Use the resources for any educational purpose. 

· All other possible exceptions must be submitted as a written proposal to the district for further review and discussion. 

Privacy

The network manager or building principal has the right to restrict or terminate network and Internet access at any time for any reason. Furthermore, the network manager has the right to monitor all computer activity in any form that he or she sees fit to maintain the integrity of the network and this policy.

Overview

[School district] does not have control of the information on the World Wide Web, although it attempts to do so by blocking sites that it seems invaluable or inappropriate for its student body. While the district’s intent is to make the Internet readily and easily accessible for its students to further its educational curriculum, goals, objectives, and state standards, account holders may have the ability to access other materials that might not be caught.

Finally, the parent(s) and guardian(s) of minors are responsible for allowing their student to use our network and technology. [School district] supports and respects each family’s right to decide whether or not to apply for District network access. 

I, _________________________, acknowledge and understand my obligations and will follow the set rules and guidelines adhered by this policy. 
____________________________________________      _______________________________

Student






Date

____________________________________________      _______________________________

Parent/Guardian





Date

For Parents
Please discuss these rules with your student to ensure he or she understands and will follow them. 

Any questions, comments, or concerns should be directed to [Name], Network Manager, or building principal. For more information, see www.cybercrime.gov.

